
        
     

  
                 
              

  
           

                 
                

  

                 

  
                
      

  
                   

    
              
             
               
                   
                  
               
                 

  
                
              
             
     

  
                 

                 
                   

       

  
  

  

Agentforce Supply Chain Notices and License Information 
Published: January 6, 2026 

Services and Features Covered 
This documentation is applicable to the services and features provided by Salesforce that are branded as 
Agentforce Supply Chain (collectively, for the purposes of this document only, the “Covered Services”). 

Purpose of This Documentation 
This documentation describes features, restrictions and notices associated with any: 

● Information sourced from third parties and provided to users via the Covered Services; and 
● Covered Services functionality that allows users to interact with third-party products, services, or 

platforms. 

See your Order Form(s) for additional terms that may apply to your use of the Covered Services. 

Customer Data 
This Documentation does not modify Salesforce’s obligations with respect to Customer Data as defined in 
Salesforce’s MSA. 

Acceptable Use and External-Facing Services Policy 
The Covered Services are subject to the Acceptable Use and External-Facing Services Policy, as applicable. 

MFA Requirement for Using the Covered Services 
Salesforce requires customers to enable Multi-Factor Authentication (MFA) for all Covered Services, unless 
otherwise approved by Salesforce in accordance with Salesforce internal policies and procedures. 
Customer must satisfy the MFA requirement by either: (1) enabling Multi-Factor Authentication for all 
users who log in to customer’s Covered Services through the user interface or (2) ensuring MFA is enabled 
for all users who use Single Sign-On (SSO) to access customer’s Covered Services, by using the SSO 
provider’s MFA services or, where supported, by turning MFA on in Salesforce products. Further 
information on MFA, including acceptable verification methods for MFA, can be found here. 

Non-SFDC Applications 
The Covered Services may allow users to interact with Non-SFDC Applications, as described in the 
Documentation. The Covered Services may access, collect, process, and/or store information or content 
from Non-SFDC Applications (including information otherwise classified as Customer Data under a 
customer’s agreement with Salesforce). 

Distributed Software 
● The End User License Agreement and/or Order Form Supplement for the Covered Services mobile 

applications can be found on the Agreements and Terms page of the Salesforce legal website. 
● Please see the Salesforce Open Source Notices website for any additional notices required by 

licensors related to the Covered Services. 

Copyright 2000 – 2026 Salesforce, Inc. All rights reserved. Salesforce is a registered trademark of Salesforce, Inc., as are other 
names and marks. Other marks appearing herein may be trademarks of their respective owners. 
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https://www.salesforce.com/en-us/wp-content/uploads/sites/4/documents/legal/salesforce_MSA.pdf
https://www.salesforce.com/en-us/wp-content/uploads/sites/4/documents/legal/Agreements/policies/ExternalFacing_Services_Policy.pdf
https://help.salesforce.com/apex/HTViewSolution?urlname=Salesforce-Multi-Factor-Authentication-FAQ
https://www.salesforce.com/company/legal/agreements/
https://opensource.salesforce.com/notices/


  
                
                
       

  
               
          

                  
              
               
   

                       
                    
             
              

                       
         

              

  
  

  

Interoperation with Other Services 
The Covered Services may interoperate with other services provided by Salesforce or third parties. The 
Notices and License Information documentation for such services provided by Salesforce is available in the 
Trust and Compliance Documentation. 

Third-Party Notices 
The Covered Services employ third-party generative AI models – in particular, a Salesforce-hosted version 
of Meta’s Llama 4 model and Google’s Gemini AI model. 

Due to the nature of generative AI, the output that it generates may be unpredictable, and may include 
inaccurate or harmful responses. Customer assumes all responsibility for such output, including ensuring 
its accuracy, safety, and compliance with applicable laws and third-party acceptable use policies, including 
the following: 

● Google’s Acceptable Use Policy and the Service Specific Terms applicable to End Users (as defined 
in the Google Cloud Platform Terms of Service) of AI/ML models. Google scans model inputs and 
outputs with automated safety classifiers to detect usage policy non-compliance, but has 
contracted to not otherwise retain or use Customer Data sent to the model. 

● Meta’s Llama 4 Acceptable Use Policy. Llama 4 is licensed under the Llama 4 Community License, 
Copyright © Meta Platforms, Inc. All Rights Reserved. 

Noncompliance with the referenced policies may result in suspension or termination of the Services. 

Copyright 2000 – 2026 Salesforce, Inc. All rights reserved. Salesforce is a registered trademark of Salesforce, Inc., as are other 
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https://www.salesforce.com/company/legal/trust-and-compliance-documentation/
https://cloud.google.com/terms/aup?hl=en
https://cloud.google.com/terms/service-terms
https://cloud.google.com/terms/
https://www.llama.com/llama4/use-policy/

